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“Accepting the reality that
there is no physical or
economic security without
cyber security, the DICT is …
sending a message that the
government is at the
forefront of protecting every
Filipino in cyberspace.”

-Usec. Eliseo M Rio Jr,
DICT







GCI PILLARS AND SUB-PILLARS

Source: https://www.itu.int/dms_pub/itu-
d/opb/str/D-STR-GCI.01-2017-R1-PDF-E.pdf
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>increasing interconnectedness
>development of networks
>intensified collaboration
>heavy dependence on ICT
>enabling development
>providing vulnerabilities

#convergence



“And it’s one of the great paradoxes
of our time that the very
technologies that empower us to
do great good can also be used to
undermine us and inflict great
harm. The same information
technologies that help make our
military the most advanced in the
world are targeted by hackers from
China and Russia who go after our
defense contractors and systems
that are built for our troops. The
same social media we use in
government to advocate for
democracy and human rights
around the world can also be used
by terrorists to spread hateful
ideologies. So these cyber threats
are a challenge to our national
security.”

- Barrack Obama, Cybersecurity and Consumer 
Protection Summit, Stanford Univ, 13 Feb 2015



CYBER SECURITY CHALLENGES

1. Cyber criminals will grow in number 
exploiting known vulnerabilities

2. Increased sophistication will be used to 
target high-value networks

3. Supply chain targeting will continue to be 
popular as third parties prove to be a weak 
link

4. Internet of Things (IoT) will create further 
risks 

Source: https://www.cert.gov.au/news/cyber-security-challenges-2018



Cyber criminals will grow in number exploiting 
known vulnerabilities



Increased sophistication will be used to target 
high-value networks
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Supply chain targeting will continue to be popular 
as third parties prove to be a weak link



Internet of Things (IoT) will create further risks 
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“It is time for states and non-
state actors who share
democratic values and who
believe in an open and secure
cyber future to come together
and to act together —
globally, decisively and boldly
— to protect a free, safe,
stable, accessible and
available Internet while
fostering the continued
growth and development of
the use of ICTs.” Ambassador Marina Kaljurand

Chair of the Global Commission on 
the Stability of Cyberspace
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